PROGRESS LEVELS|p

2 | BASIC 3 EARLY PROGRESS 4 RESULTS 6 EXEMPLAR 7 EXEMPLAR

KEY ELEMENTS W

(Principle accepted) gxg(eemen)t of commitment
irection

AC has sought and adopted ~ AC has shared andimbedded =~ MAD are designed to reflect  Bestvalueisusedasmodelto  Mergers etc successful within ~ Success is shared as better

on : : on . users needs rather than just define who runs what; S case timetable. ice with others
S e o el | e sk el |t e .| s Ty s | [ prectes
changes in service changes in service deliveryor i.e. fiduciary duty challenged extended to include
Continuity plans sought for New contracts include Alternative sources of Scenark rried out to test ing locally is havi Continui tem is
mcolg?odsem continuity clauses and risk andmageimesﬁgam suppl;‘odisg?pﬁon mgonl.o'zaleoon';gnyand develo:?dsayscrosslcs
shagmg;:uevgnmsupply secured ing continuity of
chain ption
AC has defined and All parties are aware they are  Contract procedures are Risk sharing is evident Contracts have been shown ISAP model shared as better
novel contracts dealing with novel contract tested and shown as robust between commissioners, to survive challenge and practice
status, risks and requirements enoﬁcoavood challenge g;owdefsandpemefsof variations in demand and or
and ption th requirements
MOU and ingaoe; iate AC committees S of iny a Joint Audit in place benefits are  ICS is making their
expet:eodsysaequu“ue Wcommn in place if minammymce Msymmh wid\pam\etsp'mnmp'ld, WWWW contribution l"gto critical
defined i place systems and clinical national improvement
processes mmes, on a comply
explain basis;
Information Education and awareness Cyber security focus movi Scenarios are used to test Robust protocols in place Cyber threat agility approach
managing the risks to those  training is in place to froyrb;ve ‘wmrebaniewr‘sg resilience and agility. When balance data sharing, shuedosbeﬁ.grm
assets is recognised as a reinforce to creating greater agility, to  defences are these  patient/user confidentia
board level responsibility. provide the capabilities to are recorded, so that and system security

counter threats as they
evolve.

damage is contained



